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1. Introduction
This request for information (RFI) is made by EPIM (Exploration and Production Information Management Association). EPIM is governed by the operators on the Norwegian Continental Shelf (NCS) and develops and operates common IT solutions for the offshore industry.
EPIM is today responsible for common solutions for reporting to authorities and partners in production licenses within drilling, production and environment, but foresees increased involvement in other reporting areas in the future. EPIM has the ambition to become the preferred provider of common reporting solution on the NCS and is planning to build a ReportingHub that shall serve the needs of the operators for reporting to authorities and partners on the NCS in a very cost efficient way. 

The ReportingHub will be a knowledgebase for the offshore industry facilitating easy merging from different sources and sharing of information and knowledge across the industry.
The ReportingHub solution:
· Shall be operated in compliance with Norway’s laws and regulations

· Shall be based on recommendations from World Wide Web Consortium (W3C) and ISO standards
· Shall be operated in a Service Oriented Architecture
· Shall facilitate the development and delivery of new services as required by the authorities and the owners of licenses 
· Shall be operated as software as a service

· Shall be operated in a secure way

· Might be used as an archive for some stakeholders 
By this RFI, solutions providers are asked to present their proposal for ReportingHub according to this document, including:
· Business model for ???
· Technology and overall technical solution

· Competence on Semantic Web technologies
This
 RFI may result in a future request for proposal (RFP) depending on the results of this RFI and decisions by EPIM. Time frames for possible future work will also depend on decisions by EPIM.
2. Information about the project : ReportingHub for EPIM

EPIM
The objective of EPIM is to utilize and make available IT solutions that facilitate the best possible flow of information between any and all of its users, these being relevant authorities and licensees in exploration, production and transport licenses on the Norwegian Continental Shelf. 

Members of EPIM are operators of exploration permits, production and transport licenses and of joint ventures involved in activities on the Norwegian Continental Shelf.
EPIM operates:

· LicenseWeb (LW)  (Licence2Share from February 2011)  where the operators communicate with the partners and the authorities 

· AuthorityWeb (AW)  where  the authorities communicate with the operators

· EnviromentalWeb (EW)  where the operators reports emissions to air and discharges to sea to the authorities

· Reporting standards for drilling (Daily Drilling Report (DDR)) and production (Daily Production Report (DPR) & Monthly Production Report (MPR) including the actual reports

· EqHub is a catalogue for off-the-shelf equipment for the offshore industry
Users of ReportingHub
The primary users of the ReportingHub will be:
· Operators will be the primary providers of the information in ReportingHub
· Partners and authorities will be the users of the information in ReportingHub
· Some information in the ReportingHub will be available for the public

ReportingHub Phase 1 - Drilling and production reports
The development of the ReportingHub will be done in several phases. The first phase will cover the DDR, DPR and MPR reports and the solution has to be in operation no later than December 1, 2011. 

The DDR is mandatory for all operators on the NCS today and is well documented at:

· EPIM’s web site

· Drilling Forum - http://www.epim.no/visartikkel.asp?id=1286 

· Reports - http://drilling.posccaesar.org/svn/standards/DailyDrillingReport/1.1.0/ 
· PSA’s web site

· http://www.ptil.no/forms/drilling-reporting-ddrs-to-the-authorities-article5177-415.html?lang=en_US 

· PCA’s web site 

· https://www.posccaesar.org/wiki/Ncs
The DPR and the MPR is not yet mandatory on the NCS, but some of the operators have started using these report standards as well and they are documented at:

· EPIM’s web site

· Production Forum - http://www.epim.no/visartikkel.asp?id=1287 

· Daily Production Reports - http://production.posccaesar.org/svn/standards/DailyProductionReport/1.0.0/ 

· Monthly Production Report - http://production.posccaesar.org/svn/standards/MonthlyProductionReport/1.0.0/ 

· PCA’s web site

· https://www.posccaesar.org/wiki/Ncs 
Business model for ReportingHub
The ReportingHub will be owned and operated by EPIM. 
EPIM will:

· fund the development of the ReportingHub 

· license necessary supporting software

· issue contract on maintenance and enhancement

· issue contract on technical services and support (service level agreement)
3. RFI requirements process

Participation: Questions and submission of response
All responses to this RFI shall be sent to the EPIM contact person by mail, This includes the questions about the requirements or other topics of concern within this RFI

Contactperson:

Thore Langeland

Thore.langeland@olf.no
Evt. Annen andresse?

Response format: 

The response shall be submitted by responding to the set of questions supplied in the RFI, as well as providing documentation to the questions where indicated. All other information or documentation will not be considered in the evaluation process.  
RFI Schedule:
	8.02.2011
	Deadline for addressing questions

	11.02.2011
	Response to all questions

	18.02.2011
	Deadline for receiving response 

	03.03.2011
	Decision to start RFP with the eligible vendors


4. High level technical and functional requirements 

Technology

ReportingHub should be based on W3C recommendations and ISO standards. The Semantic Web language, the Resource Description Framework (RDF) and the Web Ontology Language (OWL), are playing a fundamental role for creating knowledgebases. 

This theory is relatively young, only 8 -10 years, so we need to know availability of the supplier’s tools, capacity and knowledge in this extremely interesting area for managing information and knowledge. 
With respect to Figure 1 below we would like to know how the supplier will create a triplestore with necessary tools for drilling and production reports (phase 1):

	· Appropriate technology integrating with an RDF store (triplestore)
· Application for analysis and presentation of reports
· Tools for converting data of some form (tables, XML schema, ..) to RDF and vice-versa 

· Are tools for extracting information from web pages necessary at this stage (scrapers)?
· Tools for communication with triplestore and RDF files (parser and serializer)
· A strategy has to be established for the triplestore with respect to asserted and inferred triples
	Figure 1 A possible architecture for ReportingHub
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Functional user interface requirements

GUI web –based access.
Scope of data requirements
The solution shall incorporate, but is not limited to ,the following datasets  

· Daily drilling report  (included in Phase 1)
· Daily production report  (included in Phase 1)
· Monthly production report (will replace COPEX)  (included in Phase 1)
· Monthly sales of gas 

· Monthly economic reporting 

· Monthly HSE reporting 

· Revised national budget 

· RiskNivå Norsk Petroleumsvirksomhet (RNNP) 

· Yearly environment report 

· Yearly reports to Statistics Norway (SSB) 

· Yearly reports to Oil and Gas Producers (OGP) 

Competence in Semantic Web technologies 
The supplier should state experiences, knowledge and capacities in working with Semantic Web technologies.

Information Security requirements
Information Security (IS) is the major concern for all adopters of cloud computing. EPIM has to develop a security architecture and policy and use a third party to assess the security risks.
Some issues:
· Authenticate all people accessing the network

· Frame all access permissions so users have access only to applications and data that they have been granted specific permission to access

· Authenticate all software running on any computer – and all changes to such software

· Formalize the process of requesting permission to access data or applications

· Monitor all network activity and log all unusual activity

· Log all user activity and program activity and analyze it for unexpected behavior

· Encrypt, up to the point of use, all valuable data that needs extra protection

· Regularly check the network for vulnerabilities in all software exposed to the Internet or any external users
Some important categories IS products:
· Identity management  (ref. SOX/SEC)

· Detection and forensics

· Data encryption

RFI questions sheet
Please answer each of the questions below. If the question is marked with “(yes/no)” only a “yes”  or “no” is expected as the answer

Company

Contact Person

Etc.
Main requirements

· Shall be based on recommendations from World Wide Web Consortium (W3C) and ISO standards
· Shall be operated in a Service Oriented Architecture
· Shall be operated as software as a service
· Shall be operated in a secure way
· Might be used as an archive for some stakeholders 
Function and technology

1. Provide a detailed explanation of how semantic capabilities are implemented in your solution, how RDF and OWL is supported and what user front-end tools you may provide?

2. Do you provide a solution for storing RDFs in a triplestore(s)? (yes/no)

3. Does your solution provide possibilities for receiving, and storing XML data? (yes/no)
4. Does your solution provide possibilities for receiving, storing and viewing RDF data? (yes/no)

5. Which tools for communication with triplestore and RDF files (parser and serializer) do you provide? 
6. Does your solution provide web services for receiving and viewing data? (yes/no)
7. Does your solution provide the possibility to convert data of some form (tables, XML schema,) to RDF and vice-versa? (yes/no)
a. If “yes”: Please provide a list of data formats your solution can convert to RDF and vice-versa

8. Is your solution enabled for Linked Data? (yes/no)
9. Does your solution support execution of reasoning with different rule sets? (yes/no)
10. Does your solution provide a system for viewing ontologies? (yes/no)

11. Does your solution provide a system for maintaining ontologies? (yes/no)

12. RDL/Metadata – PCA reference data library

13. Does your solution provide an inference engine for OWL? (yes/no)

a. If yes, which?

14. Does your solution provide a rule engine? (yes/no) 

a. If yes, provide some details

Performance and scalability

15. Number of users

16. Maximum  number of users accessing the system simultaneously

17. Performance?
Security

18. Authenticate all people accessing the network

19. Frame all access permissions so users have access only to applications and data that they have been granted specific permission to access

20. Authenticate all software running on any computer – and all changes to such software

21. Formalize the process of requesting permission to access data or applications

22. Monitor all network activity and log all unusual activity

23. Log all user activity and program activity and analyze it for unexpected behavior

24. Encrypt, up to the point of use, all valuable data that needs extra protection

25. Regularly check the network for vulnerabilities in all software exposed to the Internet or any external users

26. Some important categories IS products:

a. Identity management  (ref. SOX/SEC)

b. Detection and forensics

c. Data encryption
Competencies & References

.

27.  The supplier should state experiences, knowledge and capacities in working with Semantic Web technologies (# of resources, type of experience etc. )
28. Provide three customer references where your solution has been implemented or case studies related to your solution (scope, date, solution, technology)
Opprinnelig

Må forholde seg License2Share

Application for analysis and presentation of reports

Are tools for extracting information from web pages necessary at this stage (scrapers)?

A strategy has to established for the triplestore with respect to asserted and inferred
�Besvarelse: 


Maks sider, eget kapittel, eget svarformular
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