RFI questionaire
Please answer each of the questions below. If the question is marked with “(yes/no)” only a “yes”  or “no” is expected as the answer
Main requirements

· Shall be based on recommendations from World Wide Web Consortium (W3C) and ISO standards
· Shall be operated in a Service Oriented Architecture
· Shall be operated as software as a service
· Shall be operated in a secure way
· Might be used as an archive for some stakeholders 
Function and technology

1. Do you provide a solution based on appropriate technology for building an RDF store (triplestore)? (yes/no)
2. Please provide a detailed explanation of how semantic capabilities are implemented in your solution, how RDF and OWL is supported and what user front-end tools you may provide
3. Does your solution provide possibilities for receiving, storing and viewing XML data? (yes/no)
4. Does your solution provide possibilities for receiving, storing and viewing  RDF data? (yes/no)
5. Does your solution provide web services for receiving and viewing data? (yes/no)
6. Does your solution provide the possibility to convert data of some form (tables, XML schema, ..) to RDF and vice-versa? (yes/no)
a. If “yes”: Please provide a list of data formats your solution can convert to RDF and vice-versa

7. Is your solution enabled for Linked Data? (yes/no)
8. Does your solution support execution of reasoning with different rule sets? (yes/no)
9. Does your solution provide a system for viewing and maintaining ontologies? (yes/no)
10. Does your solution provide a rule engine(s) for OWL and other rules on server? (yes/no)
Performance and scalability

11. Number of users

12. Maximum  number of users accessing the system simultaneously

13. Performance?
Security

14. Authenticate all people accessing the network

15. Frame all access permissions so users have access only to applications and data that they have been granted specific permission to access

16. Authenticate all software running on any computer – and all changes to such software

17. Formalize the process of requesting permission to access data or applications

18. Monitor all network activity and log all unusual activity

19. Log all user activity and program activity and analyze it for unexpected behavior

20. Encrypt, up to the point of use, all valuable data that needs extra protection

21. Regularly check the network for vulnerabilities in all software exposed to the Internet or any external users

22. Some important categories IS products:

a. Identity management  (ref. SOX/SEC)

b. Detection and forensics

c. Data encryptionPlease
Refences

23. provide three customer references where your solution has been implemented or case studies related to your solution

Opprinnelig
1. Må forholde seg License2Share

a. Autentisering

1. to discuss schema design
· Application for managing the report
· Analysis
· Presentations
· Are tools for extracting information from web pages necessary at this stage (scrapers)?

